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Code of Conduct













5

Communication Process

For questions about this Code, Company policies or to report any known or suspected violations, 
follow the steps below:

•	 Step 1: Talk with a direct supervisor or manager. Supervisors/managers will be familiar 
with Company policy, federal and state rules, laws and regulations related to specific job 
titles and will be able to assist with most concerns.

•	 Step 2: If you are uncomfortable going to a supervisor or manager with a concern, speak 
with the Administrator.

•	 Step 3: If the matter is not addressed after speaking with your supervisor, manager, 
Administrator, or the Compliance Department, contact the Compliance Hotline or the Chief 
Compliance Officer directly.

While we hope issues can be resolved internally, anyone can use the Hotline at any time for its 
intended purpose.

No Retaliation Policy

The Company strictly prohibits any form of retaliation against any employee who reasonably makes 
a complaint, raises a concern in good faith, provides information, assists in an investigation or 
proceeding regarding any conduct believed to be in violation of the Compliance Program, or the 
Company’s policies or applicable laws, rules or regulations. 

The Company prohibits employees from being retaliated against even if complaints or concerns are 
proven unfounded by an investigation, unless the employee knowingly, intentionally, or maliciously 
made a false allegation or otherwise acted in bad faith.  However, the Company makes no promises 
to protect the employee from appropriate disciplinary action if it was their conduct that contributed 
in any way to the actual wrongdoing.

If an employee believes they are experiencing retaliation, it should be reported immediately to 
management, HR, the Compliance Department or the Compliance Hotline to be appropriately 
addressed. For the complete No Retaliation Policy, please reference the Employee Handbook.

•	 Termination 
•	 Demotion
•	 Suspension 
•	 Failure to hire or consider for hire 
•	 Failure to promote or be considered for 

promotion

•	 Threats 
•	 Intimidation 
•	 Coercion 
•	 Denial of employment benefits 
•	 Other actions adversely affecting working 

conditions or employment

Prohibited retaliation includes, but is not limited to:
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The Compliance Hotline (Hotline) is administered by an independent provider who provides the 
Company with anonymous reporting of improper activity, questions, or concerns. The Hotline is 
available 24 hours a day, 365 days a year, seven days a week. The Hotline is committed to protecting the 
identity of all who wish to remain anonymous. Reports are submitted from the Hotline to a Company 
designee to investigate. The Company will make every attempt to maintain the confidentiality of all 
reports submitted. 

Anyone can submit a report by using the toll-free number to speak with a Hotline representative or 
by visiting the online Hotline portal to submit a report independently. Each report will be assigned a 
case number and a personal identification number (PIN). Note: if a reporter chooses to be anonymous 
or does not wish to receive a PIN, there will be no way to receive communication regarding concerns 
reported to the Hotline.

When should an employee contact the Compliance Hotline?

The Hotline should be contacted anytime an employee is made aware of a known or suspected 
violation of the Code, or any federal or state healthcare rules, regulations or laws and is not 
comfortable approaching a supervisor, management, Executive Director, Regional Vice President 
of Operations or senior leadership. An employee may also contact the Hotline with any concern or 
issue requiring anonymity.

The Compliance Hotline

1-888-788-2502 • www.AnewHotline.com

Did you know...

W-2, scheduling concerns and payroll should all be handled through the Business Office 
Manager.
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When interacting with any government agencies, employees must always conduct themselves in an 
ethical manner. The Company must maintain compliance with all applicable laws and regulations, 
including guidelines that apply to government contracts and transactions. During interactions with 
the government, employees should be mindful of the following:

Interaction with the Government

Honesty – Employees should always be open and honest. If there is ever doubt about what 
information should be presented, the employee should politely decline and speak with a 
supervisor or manager for further instructions. 

Bribery/Quid Pro Quo – Never offer or exchange any gifts, gratuities or favors with, or pay for 
meals, entertainment, travel or other similar expenses for government employees.

Questions? – Contact the Legal Department or Compliance Department if you have any 
questions concerning the presence of local, state, or federal officials in your facility.
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Whistleblower

A whistleblower is any employee of the Company who reports an activity they consider to be illegal or 
dishonest. The whistleblower is not responsible for investigating the activity or for determining fault 
or corrective measures. Appropriate management officials are charged with these responsibilities.

The Company Whistleblower Policy is intended to encourage and enable employees to raise serious 
concerns internally, allowing the Company to address and correct inappropriate conduct and 
actions. It is the responsibility of all board members, officers, employees and volunteers to report 
concerns about violations of the Code of Conduct or suspected violations of law or regulations that 
govern operations.

If an employee has knowledge of or a concern about suspected illegal or dishonest fraudulent activity, 
the employee is to contact a supervisor, manager or the Chief Compliance Officer. Employees must 
exercise sound judgment to avoid baseless allegations. An employee who intentionally files a false 
report of wrongdoing will be subject to disciplinary action according to the Company’s Human 
Resources policies.

Whistleblowers are protected with confidentiality and against retaliation. The confidentiality of 
the whistleblower will be maintained as much as possible. However, identity may be disclosed to 
conduct a thorough investigation, to comply with the law and to provide accused individuals their 
legal rights of defense. The Company will not retaliate against a whistleblower. This includes, but 
is not limited to, protection from retaliation in the form of an adverse employment action such as 
termination, compensation decreases, or poor work assignments and threats of physical harm. Any 
whistleblower who perceives retaliation needs to contact the Chief Compliance Officer immediately. 
The rights of a whistleblower for protection against retaliation does not include immunity for any 
personal wrongdoing that is alleged and investigated.

Examples of illegal or dishonest activities are:

•	 Violations of federal, state or local laws 
•	 Billing for services not performed or for goods not delivered 
•	 Other fraudulent financial reporting

All concerns or possible violations should be reported immediately. Reports can be made through 
The Compliance Hotline confidentially. 1-888-788-2502 or online at www.AnewHotline.com.
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Gift Cards

Internal Revenue Service’s regulations provide that “if any employer gives an employee cash, a gift 
card, gift certificate, vouchers, or similar items that can be used in place of cash or easily exchanged 
for cash, the value of the gift is additional taxable salary or wages regardless of the amount.” 
Therefore, the use of gift cards or other similar items can only be used in isolated cases and subject 
to the approval of the Administrator, President of Anew Care or a member of Senior Leadership. If a 
gift card is given to anyone and reimbursement is sought, the name of the Staff member or recipient 
of the gift card must be clearly identified. Gift cards cannot exceed $50.00. Under no circumstances 
are gift cards to be accepted by an employee from a Patient, a Patient’s representative or family 
member. To accept such a gift will subject an employee to disciplinary action.

Charity Care 

It is not a violation for the Company, or any of its facilities, to provide free or discounted “charity care” 
services to individual patients who are suffering from a financial hardship and have been approved 
in advance by the Chief Executive Officer, Chief Operating Officer or Chief Financial Officer.

Example of an unallowable gift:

•	 The Company buys lunch for a department of a local hospital with a note that says, “Thank 
you for all of your business.”

•	 The family of a patient offers you a gift in exchange for providing their family member with 
extra attention and care. This would not be allowed since it creates a conflict of interest 
and may result in a reduction in care provided to our other patients. 

Example of an allowable gift:

•	 Providing a discharge planner with a small gift of Starbucks coffee to thank them for 
assisting us with the coordination of care in placing a challenging patient.

•	 A modestly priced gift basket is sent from a vendor to the Executive Director/Administrator 
and it is placed in the break room to be shared by all staff.
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Company employees share responsibility for maintaining and complying with the internal control 
requirements and procedures established by the Company to ensure that all facilities, systems, 
equipment, supplies, records and other assets are maintained, to the maximum extent possible, in a 
safe and secure environment. All assets should be used only for authorized purposes in accordance 
with Company policies and procedures.

The Company owns all communication equipment including computers, software, email, voicemail 
and office supplies. Therefore, all communication sent or received through any of these devices is 
considered company property. The Company has the right to monitor all communication as well as 
internet usage on Company equipment. 

Only approved computer software should be loaded to Company computers. Downloading 
unauthorized computer software is prohibited as it could allow viruses into the Company network.  
If you have any questions or concerns about software, please contact the IT Department.

Use of Company Property

Examples of how not to use Company property:

•	 Checking your bank account from a Company laptop or computer
•	 Using a Company email address for personal matters
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Media Relations

Company employees, on occasion, may be contacted by media about matters related to the 
organization. Only authorized employees can respond to media requests. Employees not specifically 
authorized to do so should not speak to the media on the Company’s behalf. Media inquiries 
requesting the company’s statement or position are to be directed to the Vice President Marketing. 

Social Media

If an employee chooses to list the Company as an employer on social media, such employee is 
required to adhere to this Code while posting, commenting, or sharing information. Under no 
circumstance are photos, videos or any image of a patient or their information to be posted on any 
social media sites. 

What to do if the Media calls:

•	 All employees should use the following phrase: “Thank you for calling. Please provide me 
with your name, business name and return phone number. I will forward this message to 
the appropriate person.”

•	 Information collected should immediately go to the Vice President of Marketing for proper 
handling.

•	 To contact the Vice President of Marketing, please call the Home Office at 317-788-2500.
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Employees are encouraged to participate in charitable activities and to be informed citizens. For 
employees who involve themselves in the political process, such participation is entirely voluntary 
and must be made on personal time and must not harm or embarrass the Company.

Guidelines Relating to Charitable Activities

•	 Prior authorizations from a manager or supervisor must be received before any 
contribution of Company funds, property or services to any charity or not-for-profit 
organization or to any political candidate, party or committee.

•	 Employees are permitted to ask other employees to make contributions, however 
employees need to respect wishes and must never pressure others into supporting or 
contributing.

•	 Participation in charitable fundraising drives or other activities should never take away 
from time at work and should not become a distraction. Such participation should also not 
distract or bother other employees. 

•	 Work email groups should not be used by individual employees to solicit charitable 
contributions.

Guidelines for Political Activities

•	 Employees may not pressure or solicit other employees to make political contributions or 
participate in support of a political party or candidate.

•	 Employees must comply with all federal, state and local laws regulating participation in 
political affairs.

Charitable and Political Activities
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All Company contractors and vendors are required to follow all applicable laws and regulations. 
Contractors and vendors are encouraged to have a compliance program and are expected to follow 
this Code. All contractors and vendors that create, receive, maintain or transmit PHI while performing 
certain functions are required to sign a business associate agreement.

Federal law prohibits providers, such as the Company, from employing or doing business with 
individuals or entities that have been excluded from participation in federally funded healthcare 
programs (Medicare and Medicaid). The U.S. Department of Health and Human Services Office of 
Inspector General (OIG) and the U.S. General Services Administration maintain lists of individuals 
and entities that have been excluded in this manner. 

All employees will be screened against the OIG Exclusion List, System Awards Management, and 
state exclusion lists before employment or becoming a vendor. Employees and vendors are then 
screened monthly to ensure compliance with all federal laws. 

An employee who has been convicted of a healthcare related crime, or excluded from a federal 
healthcare program, will not be employed by or otherwise engaged by the Company at any time. 
Any Company employee who is convicted of a healthcare-related crime or who has been excluded 
from a federal healthcare program must report this information to the Chief Compliance Officer in 
writing immediately following the event, conviction or exclusion.

Contractors and Vendors

Exclusion Program

Reasons the government may exclude an individual or entity:

•	 Conviction of a criminal offense related to the provision of healthcare items or services 
•	 Healthcare fraud 
•	 Patient abuse 
•	 Licensing board actions 
•	 Default on Health Education Assistance loans
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Education and training are key elements to providing quality care, excellent service, accurate 
billing, and conducting legal and ethical business practices. The Company utilizes training programs 
in addition to the Company’s online education system to provide instructions on the compliance 
program and to ensure each employee receives the knowledge to perform job functions. Minimum 
training requirements have been established through the Compliance Program and must be 
completed by the deadline set. If an employee has not completed education requirements by the 
deadline, the employee will be taken off the schedule until requirements are met. Education is 
monitored through the Company’s Online Education System (Relias), personnel files and inservice 
records.

Commitment to Education and Training

Company employees who are required to maintain a license or certification are required to maintain 
such licensure and certification in good, active standing and comply with all applicable laws while 
employed. It is the employee’s responsibility to renew, verify and validate their information with 
the licensure or certification board. In the event any disciplinary action is taken against a license or 
certification, the employee must report the action or potential action to management or a supervisor. 
If a lapse or lack of valid licensure occurs, Administrator, the Compliance Department, Human 
Resources and the Legal Department must be notified immediately.

Licensure and Certification
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(866) 282-6090 • AnewHH.com


